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Introduction

During the last twenty years, organized crime
elem ents w ith ties to N igeria h ave c ome  to
dominate crime emanating from West Africa.
These criminal groups, also known as Nigerian
Crime Enterprises (NCE's), have become adept at
executing transnational criminal activities,
including fraud schemes directed to the
United States. See Combating International
African Crime: Hearing Before Subcomm. on
Africa  of Ho use C omm . on In t'l Rel.  (July 15,
1998) (statement of Tho mas Kneir, FBI) availa ble
in 1998 WL 400598 [hereinafter Kneir Statement];
Impact of Data-Sharing on National Security:
Hea ring B efore  Subc omm . on N at'l Sec ., Vet.
Affairs  & Int'l R el. of Ho use C omm . on G ovt.
Reform (July 24, 2001) (statement of Bruce
Townsend , United States Secret Service),
availa ble in  2001 WL 870378 [hereinafter
Townsend Statement]. 

Nigeria is the largest country in Africa and
boasts a population of 100 million people, a rich
diver sity of la ngua ges, c ustom s, and  ethnic
groups, as well as large oil and gas reserves.
However, since gaining full independence from
Great Britain in 1960, Nigeria has been plagued
by long periods of military rule, and consequently,
weak democratic institutions, including an often
ineffectiv e and c orrupt c ourt sys tem. See U.S.
Dept. of State, Bureau of African Affairs,
Back grou nd N ote: N igeria  (August 2000) (visited
Sept. 12, 2001)
http://www.state.gov/r/pa/bgn/index.cfm?
docid=2836>  [hereinafter Back grou nd N ote];
International Crime in Africa: Hearing Before the

Africa Subcomm. on African Organized Crime of
Hou se Co m. on  Int'l Re l. (July 15, 1998)
(stateme nt of Jack  A. Blum ), availa ble in  1998
WL 40 3633 [hereinafter Blum Statement] (noting
"non  existen t crimin al justice  system s"); Situation
in Africa: Hearing Before Subcomm. on African
Affairs  of Sen ate Co mm.  on Fo r. Rel.  (May 15,
1996) (statement of Jean Herskovits, Prof. of
History ), availa ble in  1996 WL 387276
[hereinafter Herskovits Statement]. While most
Nigerians are law-abiding people, a yearly per
capita  incom e of $3 00, co mbin ed w ith
governmental institutions lacking legitimacy, have

helped  to spaw n organ ized crim e of all type s. See
Background Note; Blum Statement;
Herskovits Statement. 

The United States is Nigeria's largest trading
partner, and not surprisingly, is the frequent target
of drug smuggling and fraudulent schemes by
NCE's. NCE's perpetrating fraudulent schemes
have proven to be sophisticated and elusive foes.
Ther e is no tr ue org anize d crim e struc ture as  is
found in more traditional organized crime
inves tigation s, altho ugh N igerian s do a ssocia te
along trib al lines. See Combating International
African Crime: Hearing Before Subcomm. on
Africa  of Ho use C omm . on In t'l Rel.  (July 15,
1998) (statement of Phil W illiams, Director, Ctr.
for Int'l Sec. Studies, Univ. of Pittsburgh)
available in 1998 WL 400575 [hereinafter
Williams Statement]. This association is often one
of convenience, and many times, the lines
between the groups are blurred. There are no clear
lines of authority or communication, and tribal
lines ar e cros sed w ith regu larity w hen it is
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convenient and profitable. Taken together, these
factors make for an investigator's nightmare. The
usual organized crime inve stigative techniques are
difficu lt, if not im poss ible, to im plem ent in
Nigerian cases.

In light of these challenges, federal law
enforcement agencies and the Department of
Justice have developed specific policy initiatives
and have devoted significant resources during the
past few years to combating Nigerian fraud
schemes and other types of Nigerian organized
crime. Part I of this article outlines the most
prevalent kinds of Nigerian fraud sc hemes. Part II
describes the multi-agency Nigerian Crime
Initiative (NCI), which attempts to provide the
infrastructure necessary for investigators and
prosecutors to pursue individual cases. Finally,
Part III reports on recent cases from the
United States Attorney's Office for the Southern
District of Texas and the Houston Area Fraud
Task Force. The cases suggest how these success
stories might be replicated elsewhere.

I. Types of Nigerian fraud schemes

According to the Secret Service, one quarter
of the major fraud scams it investigates now
involve Nigerians. Described as brazen and
brilliant, these scams result in the loss of hundreds
of millions of dollars each year worldwide. The
favorite target of these scam artists is the
United States. In the past few years, a significant
percentage of the total loss from Nigerian fraud
has occurred in the United States, and the amount
of loss is ex pected  to continu e to grow . See
Townsend Statement. The frauds take on many
form s inclu ding d ubiou s busin ess de als with
advance fees, insurance scams, health care fraud,
credit c ard fr aud, b ank fr aud, a nd ide ntity the ft.

A. Advance fee/"419" fraud

The most notorious of Nigerian scams is the
advanced fee fraud scheme known as the "419"
scheme, named after a statute in the Nigerian
criminal code. This fraud typically begins with an
unsolicited letter or e-mail. The communication
purports to be from a Nigerian official or ex-
official, a doctor or a tribal chief. The letters are
addr essed  perso nally to  a pote ntial vic tim
explaining that a "mutual business associate" has
suggested that the writer contact the addressee

confidentially. The letter requests the recipient’s
assista nce in  transf erring  large s ums  of mo ney in
exchange for a percentage. The letter almost
always represents that: 1) there is a large sum of
money, known only to the writer, waiting to be
paid out of the government coffers as a result of
accounting shenanigans or over invoicing; 2) the
writer is a member of the Nigerian government or
the Nigerian military trying to move the money
out of Nigeria but needs help from abroad; 3) the
writer is willing to share the money with the
recipient who provides assistance; and 4) secrecy
is an ab solute  mus t beca use o ther co rrupt o fficials
would seize the money for themselves if they
knew of its existence. The amounts represented
are usually in the area of $35 million but may be
as much as $75 million. In return for the help of
the addressee, the writer promises anywhere from
20% to 30% of the total. In other words, the
addr essee  is offe red $7  -10 m illion for  very little
effort and virtually no risk.

The v ast ma jority o f these  letters a nd e-m ails
arrivin g in the  United  States  are pr omp tly
deposited into actual or virtual wastebaskets.
Hundreds more are forwarded to the United States
Postal Service, the F.B.I., or the Secret Service.
Some times, ho weve r, the croo ks get luc ky. A
victim  respo nds w ith a tiny  nibble  and th e hoo k is
set. The Nigerians are masters of this game and go
to great lengths to convince the victim of the
legitimacy of the plan. Many times a
"disinterested" third party, usually from a
European nation, is introduced to lend an air of
legitimacy. Sometimes, an important sounding
institution becomes a part of the plan.

After a number of communications and an
appr opria te am ount o f time, th e Nig erian w ill
report that the money is finally available for
transfer. Unfortunately, some unforeseen problem
arises , and th e adv ance  paym ent of f ees is
necessary to clear the final hurdle. This is the
essence of the fraud. Sometimes, another
government official "finds out about the plan" and
hush  mon ey is ne eded  to bribe  him. O ther tim es, it
is a transfer fee, or shipping insurance, or "points"
for the financial institution or middle man. If the
victim  send s the m oney , similar  roadb locks  will
continue to pop up until the victim is out of
money or realizes he has been duped.
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B. "Black Money" scheme

A recent variation on the Advance Fee
scheme is know n as the "black money " scheme. In
this variation, the millions of dollars in the
possession of the writer have been defaced by
government officials with a chemical which has
turned the bills black (a precaution to keep the
money safe from thieves or corrupt officials), or
by some sort of industrial accident. The writer can
have  the m oney  shipp ed to th e victim  if the vic tim
agrees to front the cash necessary to purchase the
chemical to cleanse the money. The writer agrees
to send a representative to meet the victim and
demonstrate the cleansing process. At the
meeting, the representative demonstrates the
process by "cleaning" several one hundred dollar
bills with what he claims is the last of the
chemical. He then pressures the victim to pay
money for storage fees, shipping fees, and more of
the chemicals to clean the remaining millions of
dollars.

Unfortunately, the victims of these 419
schemes typically do not report the crime because
they are embarrassed by their naivete and feel
personally humiliated. Some even feel they may
be crim inally lia ble as a  result o f their
involvement in the scheme.

C. Access device fraud

Another Nigerian scheme involves access
device fraud, usually in connection with several
other federal criminal violations. The fraud
typically begins with the leasing of a commercial
mail box (usually in a false name). By searching
dumpsters or rifling through mailboxes at an
apartm ent co mple x, the N igerian  thief ca n obta in
fifteen to twenty credit card offers in a matter of
minutes. Using the name of the true addressee, but
changing the address to his newly acquired
commercial postal box, the crook applies for
hundreds of credit cards each day. Once the cards
begin to arrive, the fraud grows exponentially.
Cash advanc es are obtained. Credit card
convenience checks are used to open bank
accounts and investment accounts. Checks drawn
on the fraudulently opened bank accounts are used
to pay down the credit card bills. Even though the
checks are fraudulent, the credit card companies
are required to give immediate credit on the

account. This allows the thief to obtain even mo re
cash advances a nd open mo re bank accoun ts. If
investment accounts are use d, the accounts are
opened with fraudulent items. Once funded, the
Nigerian or his recruit forwards a wire transfer
orde r direc ting the  inves tmen t com pany  to
forw ard the  fund s to a ba nk ac coun t unde r his
control. 

D. Identity fraud and credit card fraud

One credit card is never enough, nor is one
identity. The typical Nigerian fraud scheme
involves multiple identities, several postal boxes,
many bank accounts, and, recently, more than one
city. To further decrease his visibility, the
Nige rian re cruits y oung  Ame ricans  to partic ipate
in the scams. The lure of fat wallets and expensive
automobiles is more than enough to encourage the
minimum wage earner to take a chance. With a
little coaching, the recruit becomes adept at
opening bank ac counts and mo ving the money. If
caught, the recruit feigns ignorance or has a
canned story about his wallet being stolen.

The Internet has increased the opportunities
for the  Nige rian cr imina l while d ecrea sing h is
exposure. Using computer programs, groups of
Nige rians h ave ro utinely  been  able to  obtain  lists
of credit card numbers issued  by credit card
companies operating in international commerce.
The card numbers are issued through foreign
banks to customers who are residents of Great
Britain, Germany, or other European countries.
By fax or phone, the Nigerians use the stolen
credit card numbers to orde r expensive com puters
or computer parts from small dealers in the
Unite d State s. The  buye r prov ides th e stolen  credit
card number in payment of the purchase. Most
purchases are successful because neither the
cardholder nor the credit card company realizes
that the card number has been compromised. The
purchases are shipped to coconspirators in the
United States who repackage the products and
ship them to various cities in Europe or to Lagos,
Nigeria.

It is not unusual for the Nigerian to open a
small retail business such as a clothing resale shop
or import/export business. Naturally, to become
com petitive  in our c apitalist s ociety , a sma ll
businessman must agree to accept credit cards for



42 UNITED STATES ATTORNEYS' BULLET IN NOVEMBER 2001

paym ent. In  the ca se of s ome  Nige rian sm all
businessmen, the credit card merchant account
becomes merely another tool of fraud. Stolen and
counterfeit credit cards are routinely "swiped"
through the point of sale terminal, each
transaction representing what would appear to the
credit card company to be a large purchase. The
funds are forwarded from the credit card company
to the N igerian ’s me rchan t acco unt to c omp lete
the transaction. In reality, no transaction or sale of
merchandise took place because there was never
any inventory of goods to be sold. Investigation
usua lly sho ws tha t the Nig erian b usine ssma n, his
friends, and relatives acquired by theft and other
means, a number of credit card numbers and re-
encoded the information onto magnetic strips on
the back of plastic blanks. The blank card s are
swiped through the termina l during business hours
in order to avoid scrutiny.

E. Bank fraud

Bank fraud scams orchestrated with stolen and
counterfeit checks also comprise a large part of
the Nigerian fraud repertoire. Armed with a
computer, scanner, desk top publishing program,
color printer, and basic computer know how, the
Nige rian fr auds ter can  print co rpora te che cks in
any dollar amount w ith an authorizing signature
that is virtually identical to the original. By
recru iting co cons pirato rs and  open ing m ultiple
accounts, including some in assumed business
names, an enterprising Nigerian fraudster can
oper ate with out fea r of ge tting ca ught.

It is not unusual for a Nigerian fraud
perpetrator to recruit a bank insider to provide
account information. Em ployees in a bank’s
customer service department usually have access
to all cu stom er acc ounts  via co mpu ter in or der to
assist customers who have questions or
complaints about their accounts. Once the
employee finds an account with a large balance,
the account information is compromised and
forwarded to the Nigerian. Armed with the
essen tial acco unt inf orma tion, the  Nige rian pr ints
checks or issues wire transfer orders directing the
bank to transfer large sums into accounts under
the control of the Nigerian. Sometimes two or
three wire transfers are used to insulate the
Nigerian from the transaction.

II. Resources and policy initiatives

A. Nigerian Crime Initiative (NCI)

The N igerian  Crim e Initiativ e was  launc hed in
compliance with the 1995 Presidential Decision
Directive 42 (PDD-42), which was aimed at
combating international organized crime and
which directed agencies to collaborate with each
other and foreign governments in order to fight
international organized crime more effectively.
See Townsend Statement. In kee ping w ith this
mission, the NCI has helped to develop: (1) an
interagency working g roup in order to share
inform ation a nd he lp ma ke po licy, (2 ) the A nti-
Drug Network (ADNET) computer system for
collecting and tracking data relating to Nigerian
crime, and (3) Interagency Nigerian Organized
Crime Task Forces (INOCTF), which are located
in cities where Nigerian crime is more prevalent
and investigate local Nigerian Crime Enterprises.
See id.; Impact of Data-Sharing on National
Secur ity: Hear ing Befo re Sub comm . on Na t'l Sec.,
Vet. A ffairs &  Int'l Re l. of Ho use C omm . on G ovt.
Reform (July 24, 2001) (statement of Bruce C.
Swar tz, Depu ty Asst. A ttorney G eneral), availa ble
in 2001 W L 846011 [he reinafter Swa rtz
Statement].

1. NCI Working Group

The NCI working group brings together
representatives of every important federal law
enforcement agency as well as the Department of
Justice and the Department of State. The NCI
includes the Federal Bureau of Investigation
(FBI), Drug En forcement Ad ministration (DEA),
Immigration and N aturalization Service (INS),
National Drug Intelligence Center (NDIC), U.S.
Customs Service (USCS), U.S. Secret Service,
Financial Crimes Enforc ement Netwo rk
(FINCEN), IRS - Criminal Investigation Division
(IRS-CID), U.S. Marshals Service (USMS), U.S.
Postal Inspection Service (USPIS), Department of
Defense/Defense Information Systems Agency
(DIS A). B ecau se Nig erian o rgan ized c rime is
soph isticated  and m ultiface ted, the  respo nse to  it
must draw upon all of the resources of the Federal
Government, working in concert. The working
group helps to pool information among the law
enforcement agencies by discussing the latest
issues and ensuring that ADNET is a useful tool
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for investigators and prosecutors. The working
grou p track s the tim elines s of da ta entry , and it
educates users on how to use ADNET effectively.

The working group develops policies and
plans to combat international Nigerian crime by
supporting the task forces. It helps to select task
force cities and assures that the task force cities
carry out the mission of the NCI. The working
group also addresses policy issues, such as
privacy and discovery in criminal cases.

2. ADNET

ADNET is a computer network with powerful
capa bilities fo r the sto rage a nd retr ieval o f data
concerning Nigerian crim e. ADNE T is a secure
system and can be accessed through dedicated
ADN ET term inals in the ta sk force  cities. See
Townsend Statement. In conjunction with the
working group, an outside private contractor
trains and provides support to investigators
work ing N igerian  crime  cases . ADN ET te rmina ls
are also located in Lagos, Nigeria and Accra,
Gha na, so  that da ta can  be ac cesse d clos e to
sources of much of the Nigerian crime activities.

Several federal law enforcement agencies
contribute and access ADNET data. In the last two
years the number of records in the NCI database
has increased dramatically, making the network a
poten tially va luable  resou rce to la w en force men t.
Some of this data consists of information
collected from prior criminal investigations,
includ ing alia ses us ed by  perso ns inv olved  in
Nigerian criminal activities.

3. Interagency Nigerian Organized Crime
Task Forces

The Interagency Nigerian Organized Crime
Task Forces (INOCTF) consist of several law
enforcement agencies in a number of
United States cities where NCE activity has been
particular ly trouble some . INOC TF targ et NCE 's
and investigate Nigerian crime, including
Nigerian fraud schem es, in a coordinated manne r.
As no ted ab ove, ta sk for ce cities  have  acce ss to
ADNET terminals, so that data from other cities
can be used in investigations. The coordinated
NCI approach expects that through information
sharing, investigators can spot connections
between different types of Nigerian criminal

activity. Ind eed, ex perienc e has sh own th at NCE 's
rarely  enga ge in o ne typ e of cr imina l activity  to
the exclu sion of a ll others. See Swartz Statement.

The predecessors to the INOCTF were the
Secr et Serv ice task  force s alrea dy in p lace to
counter Nigerian crime. Under the NCI, the Secret
Serv ice task  force s wer e trans form ed into
multiagency task forces, but the Secret Service
continues to host the task forces. This has allowed
the NCI to tap into expertise that has been
develo ped by  the Secr et Servic e since th e 1980 's
in areas such as access device fraud.

B. United States Secret Service website and
Financial Crimes Division

The United States Secret Service was
designated in 1998 by the Attorney General as the
lead investigative agency for Nigerian crime.
Through the Secret Service Internet website, and
its Financial Crimes Division in its Washington
headquarters, the Secret Service acts as a central
repository for complaints about Nigerian fraud.
The internet address is http://www.treas.gov/usss
[hereinafter Secr et Serv ice W eb Site ]. The most
commonly reported scheme is the Advance Fee
scam, described in Part I. The Secret Service
receives hundreds of reports of solicitations on a
daily bas is conce rning N igerian fr aud. See
Electronic Fraud & Identity Theft: Hearing
Befor e Sub com m. on  Fin. Se rv. & T ech. o f Sena te
Comm. on Banking, Housing & U rban Affairs,
(Sept. 16, 1997) (statement of Dana Brown, U.S.
Secret Service) available in 1997 WL 572487
[hereinafter Brown Statement]. Victims of
Nigerian fraud can make a report to the Secret
Service through the website, through the mail, or
by telephone. The Secret Service web site serves
as an example for an other compone nt of the NCI,
namely public education. It informs potential
victims of the warning signs of an advance fee
scheme and advises them to avoid these "too good
to be true" offers.

The Secret Service compiles all of the
com plaints  it receiv es rela ting to N igerian  fraud  in
an investigative database. Where the victim has
suffered financial loss, the Secret Service initiates
an inve stigation. F or simp le solicitations , i.e.,
where the recipient has not fallen for the scam and
has not sustained financial loss, the Secret Service
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will save the information for future cases. The
database helps to link victims of the same
perpetrator, since the fraudster always sends out
numerous solicitations and attempts to hook as
many victims as possible w ith the same offer.
Proof of these multiple victims is powerful
eviden ce in dem onstrating  a defen dant's
fraud ulent in tent.

III. R ecen t case s and  analy sis

A number of Nigerian cases have been
successfully prosecuted in the Southern District of
Texas as a result of aggressive investigation by
the Houston Area Fraud Task Force. The task
force is comprised of representatives from a
number of federal and local law enforcement
agencies including the Secret Service, the FBI, the
Immigration and Naturalization Service, the
Postal Inspection Service, the Houston Police
Department, the Harris County Sheriff’s Office,
the Texas Rangers, the State Department, and the
Drug Enforcement Administration. The
combination of expertise and assets provided by
the representatives of these agencies allows for
rapid  respo nse to  ongo ing fra ud sc hem es as w ell
as the ability to work through complicated, long-
term fraud investigations.

A. United States v. Okonkwo

After several attempts to arrest Nigerians
perpetrating 419 schemes, the Houston task force
attained its first success in June 2000 with the
arrest of John Okonkwo, Jerome Okwudi, and
Kingsley Ireke. This case combined elements of
both the advance fee and the black money
schemes. The case began in March 2000 when
Russ ell Bur ris, a N ew M exico  real es tate
salesman, responded to an email from "Joy Anan"
who purported to live in Cotonou, Republic of
Benin. Anan advised that she had been left a large
sum of money by her late husband who had been
killed in West Africa. Between April 1, 2000 and
June 14, 2000, Burris, Anan, and an associate of
Anan, exchanged emails over the Internet
regarding Anan’s desire to have Burris act as a
manager/investor for the $15,500,000 left by
Anan's late husband. If Burris agreed to be the
manager and travel to Cotonou to receive the
appointment, he would receive a 5% fee.

Burris received a fax from "Koffi Biyah" of
Trans-World Security Company in Cotonou
confirming the information provided by Anan and
requesting that Burris pay $2,500 to open a
"special domiciliary account" and $24,50 0 for a
"Telegraphic Transfer Clearance Certificate." The
fax stated that the funds were necessary to effect
the transfer of the money to an account of Burris’
specification. When Burris requested further
explanation, he was advised by fax that the money
was n eede d to ex pedite  the tran sfer p roces s and  to
buy the  proper  “bank ing perm it.”

Burris began to receive email communications
from "Kite Anan" who purported to be the son of
Joy A nan. K ite Ana n told B urris th at he w ould
need  to send  $24,0 00 to B iyah a s soon  as possible
to expedite the transaction and that he would need
to bring $2,500 with him to Benin to open the
account. Burris also received a fax from Biyah
confirming the need for Burris to send the money
so tha t the fun ds co uld be  releas ed fro m the  vault
of Tra ns-W orld S ecurity . Wh en Bu rris ref used  to
travel to Africa, Kite Anan stated that the
$15,5 00,00 0 cou ld be p laced  with a T rans- Wo rld
Secu rity age nt in Ch icago  so that th e dea l could
be co nsum mate d in the  United  States . Burr is
wou ld pay  all trans fer an d han dling c harg es in
Chicago.

On June 14, 2000, Burris received a fax from
the "Debt Reconciliation Committee" in Houston,
Texas referencing the $15,500,000 and requesting
that Burris come to Houston to sign the final
release documents for the transfer of the money.
The fax stated that Burris would have to pay an
$18,000 processing fee and $5,000 for insurance
before  the fund s could b e release d. 

On June 19, 2000, Burris, with Secret Service
Agent Tonya Cook posing as his wife, "arrived"
in Houston and w ere met by a limousine driver.
They were taken to the Marriott Hotel where a
room had been prepared with audio and video
equipment to record any subsequent meetings.
One hour later, three individuals arrived and two
men, dressed in full tribal regalia, went up to the
room  while the  third staye d near th e vehicle . 

The two men who went to the room stated that
they were in possession of $15,500,000 that was
being kept at a different location. They stated that
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the money had been defaced with some sort of
chem ical an d nee ded to  be cleaned  befor e it cou ld
be taken to a bank. They requested the $23,000 be
paid immediately. Burris gave the two Nigerians
$5,000 in cash and a check in the amount of
$18,000. HAFTF agents burst into the room and
arrested  them. 

The third Nigerian was arres ted downstairs
and his car was impounded and inventoried.
Inside  a brief case,  agen ts foun d an e nvelo pe w ith
the name Russell Burris written on it. There was
also a piece of paper with five other names and
associated telephone numbers along with various
dollar amounts written on it. By contacting the
individuals, agents found that each of them had
paid between $15,000 and $25,000 to the
defendants.

All three Nigerians were charged and
conv icted o f cons piracy  and in ducin g ano ther to
travel in interstate commerce in furtherance of a
scheme to defraud. Crm. No. H-00-4777 (S.D.
Tex. 2000.) The videotape proved to be
com pelling  evide nce a nd he lped to  induc e all
three d efend ants to  plead  guilty. O konk wo a nd his
two codefendants received sentences ranging from
eight to  twen ty-on e mo nths. W hen th ey co mple te
their stay at the Bureau of Prisons, they will be
released to the INS for deportation proceedings.

B. Unite d State s v. Ok iti

A second successful investigation of a 419
scheme began in February 2001. The task force
was contacted by Lawrence Siler, a businessman
in Portland, Oregon. Siler told the task force that

he had been contacted by a group of Nigerians
requesting that Siler invest a large sum of money

on their b ehalf. 

In September 2000, Mr. Siler received a letter
via facsim ile entitled "A bacha  Family  Estate."

The letter outlined a business proposal in which

Dr. Maryam Abacha requested that Siler receive
$25.6 million from her to invest in the
United States. The letter indicated that the funds
were  the res ult of so me d eal be tween  her late
husband and a Russian firm. After the Nigerian

government revoked her license to own a
financial or oil company, Abacha had removed
the funds and packaged it into two trunks.

Because of the oppression of the Nigerian
governmen t, she supposedly was look ing for a

way to  sneak th e mon ey out o f Nigeria  quickly. 

Mr. S iler resp onde d to the  letter via  ema il,
requ esting  that the  trunk s of m oney  be sen t to him

in Portland. A series of faxes and emails followed
with Abacha insisting that Siler travel to Europe
to receive the money and pay shipping and
insuran ce costs . Siler refus ed. 

In December 2000, Abacha advised that the

mon ey w ould b e in Ho uston  with a f amily
representative named Mohammed and that Siler

shou ld con tact M oham med  to ma ke arr ange men ts
to obtain the trunks containing the money. From
December 2000 through March 2001, several
telephone calls were placed and recorded between

Siler and  Moh amm ed. 

On March 11, 2001, Siler arrived in Houston
and met with task force members. Agents wired a

room at the Marriott Hotel and waited for
Mo ham med  to arriv e. Sec ret Ser vice A gent A licia

Broussard posed as Siler’s secretary.
"Mohammed" arrived at the hotel bringing two
large bags with him. In the room, he opened the
bags and told Siler that they contained $6 million

each . Inside  the bags we re num erou s indiv idually
wrapped stacks of money. The money was
stamp ed w ith the in itials "U .N." A ccord ing to
Mohammed, the "U.N." stamp meant that the
mon ey w as fro m the  United  Nation s and  could
only be used overseas. A special chemical was

necessary, according to Mohammed, to clean the
money. Mohammed then removed two hundred

dollar bills from one of the stacks and cleaned the
initials with a small amount of liquid. He stated

that he needed $23,000 to purchase additional
chemicals to clean the rest of the money. After
receiving the money, agents arrested Mohammed
and identified him as Victor Okiti. The suitcases

were found to contain numerous stacks of cut
pape r whic h had  coun terfeit h undr ed do llar bills
on top  and b ottom  of eac h stack . The o nly
legitimate currency in the bags were the hundred

dollar  bills M oham med  had w ashe d dur ing his
demonstration.
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A search warra nt executed at Okiti’s
residence revealed m ore suitcases and more

counterfeit money. Ok iti was charged with wire
fraud and possessing counterfeit currency. In the

face of videotaped evidence of his crimes, he pled
guilty to the charges. Despite the fact that this was

a "no loss" case, Okiti received a sentence of
thirty-th ree m onths  in priso n, after  whic h he w ill

be deported. Crm. No. H-01-261 (S.D. Tex.
2001).

C. United States v. Nwachukwu

Com bining  his ban k frau d sch eme  with
religion, "Pastor" Christian Nwachukwu engaged
in fraud for several years. The investigation began
when a local bank contacted members of the task
force concerning the deposit of counterfeit checks
drawn against accounts at foreign banks.
Worthless checks totaling thousands of dollars
drawn against a closed account at a London bank

had been deposited to the Bank United account of
Ty Scearce. Because bank personnel handled the
deposited checks as normal items instead of
sending them for collection, Scearce’s account

was immediately credited and the funds
represented by the check s were withdrawn  before
the chec ks wer e returne d from  Great B ritain. 

The ac count h older, Ty  Scearc e, stated that

she had been introduced to "Pastor" Christian
Nwachukwu by a friend. Nwachukwu had
explained to her that depositing checks in her
account would help his ministry. She agreed and
was supposed to receive $4,000 from the deposits.
Her cooperation allowed agents to record her
conv ersatio ns with  Nwa chuk wu a nd led  to his
arres t. As he  was b eing a rreste d, Nw achu kwu  told
an agent that the banks were at fault for not
verify ing the  chec ks be fore r eleasin g the m oney  to
him. T he de fend ant late r mov ed to su ppre ss this
incriminating statement, claiming that he never
made it and that law enforcement agents had
beaten him. Nwachukwu testified on his own
behalf at trial and repeated these allegations,
which were refuted by a large number of
gove rnme nt witn esses  who  were  in a po sition to
observe the injuries caused by the alleged beating
and who saw none of the injuries claimed by the
defen dant.

Subsequent investigation revealed that
Nwachukwu had convinced several other young
fema les to op en ac coun ts in their  nam es for  his
use. All of them had been duped into believing
they were somehow assisting his ministry, and the
defendant took advantage of this trust by using the
accounts to execute his fraudulent scheme, as he
did with Ty Searce's bank account. In addition,
INS records revealed that Nwachukwu had
entere d the U nited S tates on  a stude nt visa  to
enroll at a ministry school in Tennessee. He was
refused enrollment when his application was
found to contain several false statements.

Nwachukwu was convicted of bank fraud and

mon ey lau nder ing by  a jury w hich re jected  his
claim of mistreatment by law enforcement agents.
He is currently awaiting sentencing with the
Sentencing Guidelines placing his sentence in the

range of 87-108 months. Crm. No. H-00-781

(S.D. Tex. 2000).

D. Challenges in Prosecuting Nigerian
Fraud Cases

The successes achieved in Houston can be
attributed to the commitment of the various
agencies in the task force, the cooperation of the
banks and credit card industry, and the
United States Attorney's office dedicating a
prosecutor to coordinate the prosecution of these
cases. Much remains to be done, however, and
significant hurdles must be overcom e before
lasting success against Nigerian fraud can be
achieved.

The transnational quality of these cases
presents the most fundamental difficulty.
Perp etrator s mee t with the ir victim s, if at all
poss ible, in N igeria. I f a victim  travels  to Nig eria
to obtain the pot of gold promised by the
fraudster, not only does the victim face physical
danger or death, but finding and arresting the
perpetrator is extremely difficult, if not
impos sible. See Combating International African
Crime: Hearing Before Subcomm. on Africa of
Hou se Co mm.  on In t'l Rel.  (July 15, 1998)
(statement of Edward Markey, U.S.
Representative) available in 1998 WL 400600
[hereinafter Markey Statement] (reporting that 15
foreign businessmen and two United States
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citizen s hav e bee n mu rdere d in N igeria in
conne ction with  419 sc heme s). 

Obtaining evidence from Nigeria is an
unce rtain en terpris e bec ause  it has be en rar ely
tried, an d a M utual L egal A ssistan ce Tr eaty
(MLAT) is not yet in force. Extradition of
fugitives from Nigeria has been  difficult, in part
because the country is just emerg ing from military
rule and lacks a well established judicial process
for the re turn of fu gitives. See Niger ian W hite
Collar Crime: Hearing Before Subcomm. on
Africa  of Ho use C omm . on In t'l Rel.  (Sept. 16,
1998 ) (statem ent of M ark R ichard , Dep uty A sst.
Attorney General) available in 1996 WL 517475
[hereinafter Richard Statement] ("Nige ria's
response to U.S. extradition requests has been
very uneven and unreliable"). However, the
Department of Justice's Office of International
Affairs (OIA) is currently engaged in a dialogue
with Nigerian officials about improving the
extradition process, and OIA encourages
prose cutor s to sub mit fre sh ex tradition  reque sts in
order to move this dialogue forward. The Fraud
Section has produced a monograph entitled
"Prosecuting Nigerian Advance Fee Fraud" which
discusses the issues of collecting foreign evidence
and ex tradition in m ore dep th. 

Fortunately, when members of NCE's decide
to come to the United States, the prospects for
success change dramatically, as demonstrated by
the recent Houston cases. In Okonkwo,
investigators with the Houston task force w ere
able to set up a sting operation where the fraudster
could be videotaped making his false promises.
The agents in Okonkwo also ob tained  valua ble
documentary evidence from a search of one of the
coconspirators namely, a piece of paper with the
nam es of o ther vic tims. T his typ e of ev idenc e is
powerful proof of a defendant's scheme and intent
to defrau d. It also im pacts the  defend ant's
sentence under the Sentencing Guidelines as
relevan t condu ct. 

Even when Nigerian fraudsters travel to the
Unite d State s and  "smo king g un" ev idenc e is
obtained, it is difficult to do lasting damage to the
NCE itself. Leaders of the NCE tend not to travel
to the United States and meet victims. This task
often is left to low-level members of the
organization, and the prosecution of the crime

boss es is fru strated  by the  prob lems in volve d in
obtaining evidence and extradition from Nigeria.
Moreover, because NCE's tend to organize around
tribal relationships, it is difficult to infiltrate an
NCE with an undercover agent who does not
belong to the requisite tribe. These difficulties
present investigators and prosecutors with a
substantial and continuing challenge in the fight
again st Nige rian fr aud. T opplin g NC E's w ill
require greater assistance from foreign
governments and the use of innovative
inves tigative  techn iques  by law  enfor cem ent.

IV. Conclusion

While Nigerian fraud schemes are pervasive
and h ave b een a ided b y the g rowth  of the I ntern et,
they remain for the most part, brazen and almost
transparently fraudulent. These repetitious and
seemingly outlandish scam s continue to lure
United States citizens looking to strike it rich.
Investigating and prosecuting Nigerian fraud in a
coordinated fashion, as demonstrated by the
recen t cases  in Ho uston , can b e don e succ essfu lly
with cooperative victim-witnesses and sting
operations. Once victims come forward and the
full sco pe of th e defe ndan t's crim inal be havio r is
revealed, the fraudulent nature of the transactions
engineered by the defendant is readily grasped by
a jury. Achieving greater success against Nigerian
fraud will require continued interagency
collaboration, public education, and greater
international cooperation.�
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